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Abstract
Using routine activity theory (RAT), the present study investigated predictors of

two types of technology-facilitated violence: cyber obsessional pursuit victimization

(COPV) and Cyber Aggression in Relationships Scale (CARS), during COVID-19

among a sample of U.S. adults (N= 2,975). Results revealed that target attractiveness

in terms of gender, age, and racial/ethnic background predicted both intimate (CARS)

and nonintimate (COPV) cyber violence. For target exposure, technology use and the

perceived ability to protect one’s privacy predicted both types of cyber violence.

Previous experience of in-person intimate partner violence explained the largest

amount of variance in both types of technology-facilitated violence victimization.
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Online communication technology has rapidly become an important facet of everyday life
for nearly all American adults (Pew Research Center, 2021). While there are many positive
impacts of utilizing online technologies to facilitate professional and social endeavors, the
online world can also foster abuse and persecution. Technology-facilitated violence encom-
passes a broad array of online abuse including harassing, stalking, threatening, or sexually
soliciting someone via the use of electronic technology (Burke Winkelman et al., 2015).
These unwanted online behaviors can be related to interpersonal violence, such as online
sexual harassment and online dating abuse (Henry et al., 2020).
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These crimes can also include discrimination based on gender, race/ethnicity, and
sexual orientation (Dunn, 2020). Recent national data estimates prevalence of online
harassment to be as high as 41% among American adults (Atske, 2021). Of those
who were victimized in 2020, nearly a third report having experienced cyber harass-
ment due to their race or ethnicity (Atske, 2021). Younger generations and sexual
minority individuals are subject to even higher rates of online harassment (Atske,
2021). Alarmingly, the prevalence of severe types of cyber harassment, such as
sexual solicitation and stalking, has increased by about 10% in the last 6 years
(Atske, 2021).

Regardless of the type of cybercrime, there are many harmful consequences for
victims (Stevens et al., 2021). A recent systematic review reported that 97% of
studies on the well-being of cyber harassment victims found evidence of worsening
mental health due to the abuse they faced (Stevens et al., 2021). These harmful
effects can range from victims reporting greater symptoms of depression and
anxiety, to more serious mental health impacts such as suicidal ideation or panic
attacks (Stevens et al., 2021). Negative impacts of cyber victimization are not
limited to mental health, but also include a mistrust of the legal system and a fear
for one’s personal safety (Burke Winkelman et al., 2015; Stevens et al., 2021).

In light of the increasing rates of cyber harassment victimization and its various neg-
ative impacts, understanding how to intervene is a crucial next step. Specifically,
greater knowledge of who is most at risk of becoming victims of technology-facilitated
violence is needed to inform prevention. Routine activity theory (RAT) is an approach
that has been used in recent studies to understand various cybercrimes such as online
harassment (Cohen & Felson, 1979; Vakhitova et al., 2016). Through the application
of this theory, research is beginning to understand what makes potential victims vul-
nerable to online perpetrators of abuse, with the goal of ultimately preventing the
occurrence of these crimes. However, this growing body of research still needs
further evidence to understand how characteristics of potential victims and offenders
are unique to technology-facilitated violence. In the next section, we outline the
current literature on this theory and what has been left unanswered within the
context of cyber abuse and violence.

RAT and Cyber Harassment

RAT (Cohen & Felson, 1979) was first applied in the field of criminology to assess the
factors in one’s environment and the characteristics of one’s identity that impact vic-
timization. Specifically, RAT asserts that crime occurs at the intersection of the follow-
ing three dimensions: (a) target attractiveness, (b) exposure to offender, and (c) lack of
guardianship (Cohen & Felson, 1979; Vakhitova et al., 2016). When individuals’ daily
activities place them in positions of high attractiveness, high exposure, and low guard-
ianship—victimization is more likely to happen (Cohen & Felson, 1979; Johnson &
Nikolovska, 2022). RAT can be applied to a variety of crimes in which specific
victim and perpetrator characteristics are defined as predictors. For instance, a substan-
tial body of research has used RAT to predict in-person intimate partner violence (IPV)
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victimization (Hayes et al., 2021; Mannon, 1997). Previous studies suggest cyber
harassment may be similarly predicted by RAT, though the unique nature of the
online sphere requires specific addendums (Vakhitova et al., 2016).

Effect of COVID-19 on Cyber Abuse

In addition to needing investigation in the online sphere, there is a large gap in the RAT
literature related to how COVID-19 impacted the nature of cyber violence. A funda-
mental aspect of the RAT model is the suggestion that changes in one’s daily activities
may cause disruptions that increase crime prevalence when they impact attractiveness,
exposure, and guardianship. The COVID-19 pandemic impacted individuals’ on- and
off-line routines, subsequently influencing crime rates through new victim and perpe-
trator daily behaviors (Johnson & Nikolovska, 2022). For instance, certain crimes sig-
nificantly decreased, such as robberies, while others increased, like domestic violence
and online abuse (Mohler et al., 2020). With an increase in use of technologies during
the COVID-19 pandemic (Vargo et al., 2021), cyber security has become an important
concern (Lallie et al., 2021).

These fluctuations in crime during the COVID-19 pandemic crime may be linked to
changes in people’s daily activities—including reduced in-person activities, in turn
increasing at-home and online crimes such as domestic violence and online abuse
(Mohler et al., 2020). In addition, the COVID-19 pandemic led to notable shifts in
the demographics of people frequently online in the United States, expanding both
the variety of people connecting and the intensity of their internet use. For example,
internet usage increased among racial-ethnic minority groups in the United States as
work, education, and essential services shifted online (McClain et al., 2021). To this
effect, this study aims to investigate the extent to which previous applications of
RAT to cyber violence hold true within the context of the COVID-19 pandemic, a
time in which diverse individuals’ routines included greater time spent online com-
pared to before the pandemic (De’ et al., 2020).

Target Attractiveness

In terms of cyber violence crimes, the RAT concept of target attractiveness has been
operationalized in terms of the individual characteristics (e.g., age, race, and ethnicity)
that make targets more likely to be victims (Vakhitova et al., 2016; Wick et al., 2017).
Specifically, younger individuals (compared to older individuals, Burke Winkelman
et al., 2015; Näsi et al., 2017) and racial and ethnic minorities (Mahoney et al.,
2022) have systematically been found to be more likely victims of cyber harassment.
While target attractiveness for IPV has been related to gender, only some studies of
cyber violence found women to be more likely than men to be victims (Strawhun
et al., 2013; Vakhitova et al., 2016; Wick et al., 2017).

To the best of our knowledge, studies that have applied RAT to technology-
facilitated violence victimization have not investigated sexual orientation specifically
as an aspect of target attractiveness. However, people who identify as sexual and/or
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gender minority identities have been found to experience higher rates of technology-
facilitated violence (Vogler et al., 2023), such as cyber harassment perpetrated by a
stranger, compared to heterosexual individuals (Finn, 2004). Sexual minorities may
experience higher rates of online abuse due to a combination of societal prejudices,
the nature of online anonymity, and specific targeting strategies used by perpetrators
(e.g., Fox & Ralston, 2016). Likewise, research has also shown that sexual minority
individuals are more likely to be victims of IPV, sexual assault, and stalking
(Mahoney et al., 2022). Taken together, these findings suggest that sexual orientation
can play a role in both intimate and nonintimate cyber violence.

Previous experience of abuse is another aspect of potential victims that can make
them more attractive to perpetrators. Polyvictimization is a known phenomenon in
which individuals who were previously victims of abuse are likely to be subject to
further abuse later in life (Walker et al., 2019). To this effect, a person’s lived experi-
ences of violence can be viewed as a target attractiveness component. Within the
context of technology-facilitated violence, researchers have begun to investigate
in-person abuse as a predictor of cyber violence (Eaton et al., 2023) . Though the
research is sparse, some evidence suggests previous experiences of IPV may make
targets more attractive to online perpetrators of violence (Mahoney et al., 2022).
One study found physical abuse to be linked with more severe cyber harassment
(e.g., online stalking), while in-person emotional abuse was correlated with less
severe forms of cyber harassment (e.g., online monitoring by partners; Mahoney
et al., 2022). Further research is needed to understand whether target attractiveness
and exposure differently predict different technology-facilitated crimes, specifically
in terms of intimate compared to nonintimate cyber violence.

Exposure to Offenders

The dimension of exposure can be understood in terms of potential offenders’ motiva-
tion to enact a crime as a function of their degree of accessibility to victims (Cohen &
Felson, 1979). While this dimension is often understood in the context of physical
space, exposure to offenders within the context of technology-facilitated violence
rather focuses on the degree to which a person’s use of the internet makes them avail-
able to potential perpetrators (Yar, 2005). Previous research on technology-facilitated
violence has been successful at translating this dimension of RAT to the online sphere
(Näsi et al., 2017; Vakhitova et al., 2016; Wick et al., 2017). Specifically, individuals
who spend more time on the internet systematically make themselves more accessible
to perpetrators by increasing their motivation to enact violence (Näsi et al., 2017;
Vakhitova et al., 2016; Wick et al., 2017). Most prior work has investigated exposure
online in terms of potential victims’ use of social networking sites and text messaging.
As information about individuals is often publicly available online, unknown perpetra-
tors can easily utilize this information to perpetrate cyber abuse (Obada-Obieh et al.,
2022). Similarly, the likelihood of technology-facilitated IPV occurring is related to
the degree to which the victim spends time online and receives text messages
(Melander & Hughes, 2018). However, studies that used RAT to predict cyber
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victimization have failed to understand exposure beyond social networking presence or
general cellphone use (Näsi et al., 2017; Vakhitova et al., 2016). Little is known about
whether using certain types of technology (e.g., using social networks compared to
texting) impacts potential victims’ exposure to offenders.

An important aspect of a potential victim’s exposure to offenders online is related to
the degree to which online users are able to protect their privacy online. When users are
able to prevent others from accessing information about themselves online, perpetra-
tors have in turn less avenues for cyber abuse (Obada-Obieh et al., 2022). Through
increased privacy, online users may reduce their exposure to potential offenders, spe-
cifically for unknown perpetrators (Obada-Obieh et al., 2022; Wick et al., 2017).
However, many people use technology with little knowledge on how to best protect
themselves from dangers online, such as hacking or being harassed by strangers.
Self-efficacy related to one’s use of technology (i.e., feeling competent about how to
protect one’s privacy on the online sphere) has been found to be directly related to
actual safety behaviors online (Boerman et al., 2021). Such competency related to pro-
tecting one’s presence online can provide greater distance between potential victims
and offenders by enhancing the privacy of potential victims, in turn reducing exposure
to perpetrators of technology-facilitated violence.

Guardianship

The final component of RAT is guardianship, often operationalized as the presence of
capable third-party individuals who can intervene before the occurrence of a crime
(Cohen & Felson, 1979; Hayes et al., 2021). This component has been debated in
terms of its application to cyber abuse victimization (Cohen & Felson, 1979;
Vakhitova et al., 2016). Studies that have attempted to measure this concept in
terms of cyber violence have failed to find a significant effect on victimization predic-
tion (Näsi et al., 2017). One explanation may be due to an inability to accurately
measure guardianship in the online sphere (Vakhitova et al., 2016). However, some
studies have noted that a lack of guardianship is an inherent feature of cyber commu-
nication (i.e., there is rarely any sense of guardianship in online platforms (Vakhitova
et al., 2016). In other words, guardianship is not as plausible on online platforms, dem-
onstrating one of the aspects of technology that facilitates abuse (Obada-Obieh et al.,
2022). For instance, perpetrators online have easier access to information about victims
while remaining anonymous, and even concealing their true identity (Obada-Obieh
et al., 2022). While there may be monitoring practices that can be put in place to
guard someone’s online presence, these safety practices are often geared toward
minors’ use of online technology, not adults.

In the present study, we will specifically focus on two facets of the RAT model,
namely exposure to offenders and target attractiveness, as measured during the
COVID-19 pandemic. These two aspects of the model have received the most
robust support from previous studies predicting cyber violence using RAT (Wick
et al., 2017). While exposure to perpetrators is evidently related to a target’s use of
online technologies as demonstrated by the current body of research, this finding
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could benefit from greater details in terms of what types of technology behaviors
predict victimization, especially during COVID-19. With this study, we hope to
address this shortcoming by investigating how self-efficacy when using online technol-
ogy as well as different types of online presence impact a potential victim’s exposure.
In terms of target attractiveness, we aim to understand how different characteristics
such as race/ethnicity, gender, and sexual orientation predict victimization differently
depending on the perpetrator. We will further investigate how in-person experiences of
violence, specifically IPV, influence victimization.

Intimate and Nonintimate Cyber Violence

Our study examined the co-occurrence of sexual and nonsexual online violence
because these forms of violence are often intertwined and can provide insights into
broader patterns of aggression and victimization. It is well-established that people
who experience one form of violence are at increased risk of experiencing other
forms, a phenomenon called polyvictimization (Wolfe, 2018). Similarly, previous
research on predictors of violent behavior among perpetrators found that sadism and
psychopathy predicted both the occurrence of sexual and nonsexual crimes (Robertson
& Knight, 2014). Importantly, research has found that measures from routine activities
theory can significantly differentiate single-type victims from polyvictims (Snyder
et al., 2021). By studying the co-occurrence of sexual and nonsexual violence, researchers
can identify patterns and assess whether certain populations are disproportionately
affected by multiple types of violence, informing targeted prevention efforts.

Studying the co-occurrence of sexual and nonsexual violence helps clarify miscon-
ceptions about violence, such as the belief that sexual and nonsexual violence are
entirely distinct phenomena. Indeed, sexual violence research often narrowly focuses
on IPV without assessing instances of other types of violence (Krebs et al., 2011).
By exploring their overlap, research can contribute to more nuanced understandings
of violence, which can, in turn, reduce stigma around reporting and seeking help.
Such frameworks have been studied in other areas of violence of research with the
goals of increasing awareness and preventing abuse. For instance, research on
elderly abuse encourages intervention to take on a polyvictimization lens to understand
the layered and complex experiences of abuse faced by elders (Hamby et al., 2016). In
turn, understanding polyvictimization by sexual and nonsexual violence can inform
policy efforts. Policy responses to violence can be more effective when they are informed
by a comprehensive understanding of how different forms of violence intersect.

Current Study

The aim of this study is to further understand (a) what identity characteristics of U.S.
adults were risk factors for cyber violence during COVID-19 (assessing the “target
attractiveness” feature of RAT), and (b) how the technology use and self-efficacy of
U.S. adults relate to the likelihood of their victimization during COVID-19 (assessing
the “exposure to offenders” facet of RAT). Specifically, we expect to find that racial/
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ethnic minority individuals, younger individuals, those who identify as women or
sexual identity minorities, and those who have been previously victimized by in-person
IPV will be more likely to have experienced cyber violence, consistent with previous
research on cyber harassment (Vakhitova et al., 2016; Wick et al., 2017). We will also
conduct exploratory analyses to investigate whether intimate (vs. noninitimate) forms
of technology-facilitated violence are differently predicted by these RAT dimensions.
Our hypotheses were as follows:

H1: Racial and ethnic minorities will be more likely than White participants to have
experienced cyber pursuit and aggression during COVID-19.
H2: Younger individuals will be more likely than older individuals to have experi-
enced cyber pursuit and aggression during COVID-19.
H3: Women will be more likely than men to have experienced cyber pursuit and
aggression during COVID-19.
H4: Sexual minority individuals will be more likely than heterosexual individuals to
have experienced cyber pursuit and aggression during COVID-19.
H5: Individuals who experienced IPV before COVID-19 will be more likely to
experience cyber pursuit and aggression during COVID-19.
H6: Those who used information and communication technologies (ICTs) more
during COVID-19 will be more likely to experience cyber pursuit and aggression.
H7: Those with greater levels of ICT self-efficacy will be less likely to experience
cyber pursuit and aggression during COVID-19.

Method

Data Collection

Data were collected between January and March 2021 using Qualtrics panels. A total
of 3,198 U.S. participants were recruited using proportional quota sampling in terms of
age, gender, sexual orientation, U.S. region, and race/ethnicity. For the sake of ensur-
ing enough power per racial/ethnic group, we oversampled racial and ethnic minority
identities. Participants answered an online survey largely related to their use of online
technologies as well as online and in-person IPV before and during COVID-19.

Measures

The current study will investigate cyber violence in terms of demographic variables,
specifically gender, age, sexual orientation, and race/ethnicity, as well as several well-
established established scales. The total sample (N= 2,975) was made up of slightly
more men (54.0%) than women (46.0%), see Table 1. Racial and ethnic background
was about equally divided between White or European (non-Hispanic) participants
(52.8%) and racial/ethnic minorities (11.3% Black, Afro-Caribbean, or African;
14.1% Latino/a or Hispanic, 9.9% Asian, 9.3% Native American or Alaskan Native,
and 2.6% another race/ethnicity). About 82.5% of the sample identified as

Dours and Eaton 7



heterosexual, 2.8% as gay, 1.7% as lesbian, 5.4% as bisexual, and 1.6% as another ori-
entation. We outline below the scales used to measure cyber violence, previous expe-
rience of in-person IPV, and technology use.

Cyber violence. The Cyber Aggression in Relationships Scale (CARS; Watkins et al.,
2018) asked participants to rate the frequency of their partner’s aggressive online
behaviors toward them during COVID-19, with a Cronbach’s α= .97 for this
sample. We adapted the wording of the scale to ask participants to rate cyber aggres-
sion in their relationship specifically “since the COVID-19 pandemic occurred (e.g.,
March 2020).” This scale ranges from 0 (never happened or has not happened since
COVID-19) to 7 (this happened more than 20 times). Sample items include “My
partner asked me online for sexual information about myself when I did not want to
tell” and “My partner checked or tracked my Internet activity without my permission.”
The three-factor structure of this scale has been investigated to understand the three
subscales of psychological cyber aggression, sexual cyber aggression, and stalking;
which demonstrated adequate model fit (Watkins et al., 2018). Note that only partici-
pants who indicated having a partner during the COVID-19 pandemic received this
questionnaire, hence a specific subset was created for analyses with this outcome.

Table 1. Sample Demographics for Sample at Large (N= 2,975).

n (%)

Gender
Woman 1,368 (46.0)

Man 1,607 (54.0)

Sexual orientation
Heterosexual 2,632 (88.5)

Gay 82 (2.8)

Lesbian 51 (1.7)

Bisexual 162 (5.4)

Other 48 (1.6)

Race/Ethnicity
White or European (non-Hispanic) 1,571 (52.8)

Black, Afro-Caribbean, or African 337 (11.3)

Latino/a or Hispanic 418 (14.1)

Asian 295 (9.9)

Native American or Alaskan Native 277 (9.3)

Other 77 (2.6)

Partner before COVID-19
Yes 1,906 (64.1)

No 1,069 (35.9)

Partner since COVID-19
Yes 1,841 (61.9)

No 1,134 (38.1)
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In terms of general cyber violence, the Cyber-Obsessional Pursuit Victimization
(COPV) Scale (Spitzberg & Hoobler, 2002) was used to assess this concept,
Cronbach’s α= .96 for this sample. This scale asked participants whether anyone
had ever undesirably and obsessively perpetrated a series of online behaviors since
the start of the COVID-19 pandemic. A total of 24 cyber violence behaviors were
asked about, including for instance, “sending pornographic/obscene images or mes-
sages” and “obtaining private information without permission” (in terms of someone
else perpetrating these acts on the participant).

Intimate partner violence. Three subscales from the Revised Conflict Tactics Scale
(CTS-2; Straus et al., 1996) were used to assess in-person IPV prior to the
COVID-19 pandemic, Cronbach’s α= .94 for this sample. These subscales specifically
investigated the frequency of a partner’s behaviors that constitute psychological
aggression (e.g., “My partner insulted or swore at me.”), physical assault (e.g., My
partner threw something at me that could hurt.”), or sexual coercion (e.g., “My partner
made me have sex without a condom.”). Answers ranged from “this never happened
before the pandemic” to “more than 20 times before the pandemic.” Note that only par-
ticipants who indicated having a partner during the COVID-19 pandemic received this
questionnaire, hence a specific subset was created for analyses with this predictor.

Technology usage. Lastly, two scales were used to investigate experience with technol-
ogy (i.e., target exposure). The ICT scale (Rosen et al., 2013) assessed the frequency
which participants use a variety of technologies including cell phones and computers,
as well as specific online activities such as using online video communication or social
networks. Responses ranged on a 7-point scale from “I did not know this technology”
to “I used this technology very often.” This scale was given twice to participants, once
in relation to their use prior to COVID-19, Cronbach’s α= .87 for this sample, as well
as a second time to assess their use during the pandemic, Cronbach’s α= .88 for this
sample. In our analysis, we used both composite scores for ICT frequency of use
before and during the pandemic, as well as specific single items since COVID-19
(social network use, chat software, video software, and online gaming).

In addition to usage, the ICT self-efficacy scale (Musharraf et al., 2018) specifically
investigated people’s sense of agency and ability to protect themselves when using
technology, Cronbach’s α= .93 for this sample. Participants indicate the degree to
which they agreed or disagreed on a 7-point Likert scale with 18 items related to
their ability to safely use technology. Items included “I can easily judge whether the
information that someone has provided on social networking sites is correct.” and
“I can easily control privacy settings of social networking sites that I mostly use
(i.e., Facebook, Twitter, Skype, WhatsApp, Viber, etc.).”

Analysis Plan

Four sets of hierarchical linear regressions were conducted to test the research predictions.
The same sets of analyses were investigated for each predictor, COPV and CARS.
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The first sets of analyses focused on target attractiveness and exposure to offender
predictors in the sample at large (N=2,975) for COPV and in a sample of individuals with
a partner during COVID-19 (n= 1,815) for CARS. In the first step, known predictors were
introduced: age, gender (man= 0 and woman = 1), race (five dummy coded variables with
White non-Hispanic as comparison group), and ICT use during COVID-19. The second
step introduced a conceptually novel predictor within target attractiveness: sexual orienta-
tion (heterosexual=0 and sexual minority= 1). Two additional predictors of target expo-
sure were investigated: the difference in ICT use before and during the pandemic, and ICT
self-efficacy, respectively.

Secondly, types of previous experiences of IPV were assessed as predictors
above and beyond known predictors. Due to this predictor relating to people’s expe-
riences in romantic relationships before COVID-19, only participants who reported
having had a partner before the pandemic were included to predict COPV (n=
1,874), and those who had a partner before and during COVID-19 (n= 1,667) to
predict CARS, respectively. The first step introduced the following known predic-
tors: race/ethnicity, gender, sexual orientation, ICT use since the pandemic, and
ICT self-efficacy. In the second step, the sexual coercion subscale of CTS-2 was
introduced, followed by psychological assault, and lastly psychological in subse-
quent steps.

Results

Descriptive Statistics

The average COPV and CARS scores for the sample were relatively low (MCOPV=
6.08, SDCOPV= 12.6, MCARS= 5.34, SDCARS= 14.8). There was a slight, significant,
increase in ICT use during COVID-19, Mbefore= 45.8, Msince= 47.6, t(2974)= 14.01,
p< .001. Correlations between continuous variables for the sample at large, as well
as means and standard deviations, can be found in Table 2.

Table 2. Means, Standard Deviations, and Correlations for Sample at Large (N= 3,067).

Variable M SD 1 2 3 4 5 6

1. Age 46.94 16.39

2. TechSEa 68.82 13.02 −.21** .22**

3. COPVa 6.08 12.65 −.24** .21** −.02
4. Tech use beforea 45.80 12.77 −.31** .5** .35** .28**

5. Tech use sincea 47.58 13.56 −.35** .51** .38** .26** .87**

6. Income 66,478.16 67,152.21 .05** .03 .02 .02 .19** .19**

Note. Tech ICT SE = information and communication technology self-efficacy; COPV = cyber obsessional

pursuit victimization; TechICT Before= information nd communication technology; ICT use before

COVID-19; TechICT Since = technologyICT use since COVID-19
aICT SE = information and communication technology self-efficacy, COPV = cyber obsessional pursuit

victimization, ICT Before= ICT use before COVID-19, ICT Since = ICT use since COVID-19.

**p < . 01
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Hierarchical Regressions Predicting COPV

In the first set of hierarchical regressions using RAT to predict COPV, all four models
were significant, as shown in Table 3. Model 4 significantly explained more variance
(about 3%) than model 3, ΔR2= .03, p< .05. As such, Model 4 which regressed COPV
onto race, gender, age, ICT use, sexual orientation, ICT difference in use, and ICT self-
efficacy was concluded to be the best model. This model specifically explained a rel-
atively small (15%) amount of the variance in COPV, R2= .15, p < .001. Looking more
closely at this chosen model, the strongest predictor of COPV was ICT use since
COVID-19, β= .31, p < .001, followed by age, β=−.18, p < .001. ICT self-efficacy
and the difference in use before compared to during the pandemic both predicted
COPV, β=−.17, p < .001 and β=−.11, p< .001, respectively. Race significantly pre-
dicted COPV for Black, β= .07, p < .001, Asian, β=−.09, p < .001, and Native

Table 3. Regression Model Comparisons Using Demographics and Technology Use to Predict

Cyber Obsessional Pursuit Victimization in a Sample of U.S. Adults During COVID-19.

Model Comparisons

R2 ΔR2

Model 1 .12***

Model 2 .12*** .001*

Model 3 .13*** .008***

Model 4 .15*** .03***

Parameters for best model (Model 4)

B 95%CI[UL, LL] SE B β

Intercept 13.18 9.63 10.30 1.81

Black 2.67 1.25 4.08 0.72 .07***

Latino/a −0.51 −1.78 −0.77 0.65 −.01
Asian −3.79 −5.28 −2.32 0.75 −.09***
Native 2.73 −1.24 4.22 0.76 .06**

Other −0.45 −3.12 2.21 1.36 −.006
Age −0.14 −0.17 −0.11 0.01 −.18***
Gender −1.72 −2.59 −0.86 0.44 −.07***
Tech usesince COVID-19 −0.28 0.25 0.32 0.02 .31***

Sexual orientation 1.75 0.42 3.08 0.67 .04**

Tech usedifference −0.19 −0.26 −0.13 0.03 −.11***
Tech self-efficacy −0.17 −0.20 −0.13 0.02 −.17***

Note. tech = information and communication technology; CI = confidence interval; LL = lower limit;

UL = upper limit.

Predictor variables are uncentered, race/ethnicity dummy coded with White as reference group, gender

dummy coded with man as reference group, tech use difference = tech use during COVID-19 − tech use

before COVID-19.

***p < .001

*p < .05

**p < .01
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American participants, β= .06, p < .01. Sexual orientation also predicted COPV,
β= .04, p < .01.

In the second set of analyses, previous experiences of IPV were assessed in a subset
of participants who reported having had a partner at some point before the start of
COVID-19 (n= 1,815), see Table 4. The fourth model which included all three
types of IPV was retained as it explained significantly more variance than Model 3,
ΔR2= .02, p < .001. This model explained the largest amount of variance, nearly
60%, in COPV, R2= .59, p< .001. When controlling for known predictors (i.e., age,
race, gender, sexual orientation, ICT use, and ICT self-efficacy), the physical assault
subscale of CTS-2 was the strongest predictor, β= .58, p< .001; followed by sexual
coercion, β= .19, p< .001, and lastly psychological aggression, β= .04, p< .001.

Table 4. Regression Model Comparisons Using Previous Experiences of IPV to Predict Cyber

Obsessional Pursuit Victimization in a Sample of U.S. Adults During COVID-19.

Model comparisons

R2 ΔR2

Model 1 .16***

Model 2 .26*** .10***

Model 3 .58*** .32***

Model 4 .59*** .02***

Parameters for best model (Model 4)

B

95% CI

[LL, UL] SE B β

Step 1 Intercept 4.70 1.42 7.98 1.67

Black 2.05 0.72 3.37 0.68 .05**

Latino/a 0.19 −0.88 1.26 0.54 .006

Asian −1.78 −3.09 −0.47 0.67 −.04*

Native 1.97 0.75 3.19 0.62 .05**

Other 3.62 1.18 6.06 1.25 .05**

Age −0.06 −0.09 −0.04 0.01 −.08***
Gender −0.21 −0.96 0.54 0.38 −.009
Sexual orientation 0.50 −0.72 1.72 0.62 .01

Tech use 0.10 0.07 0.13 0.02 .12***

Tech self-efficacy −0.06 −0.09 −0.03 0.02 −.07***
Step 2 Psychological IPV −0.09 −0.17 −0.01 0.04 .04*

Step 3 Physical IPV 1.20 1.10 1.30 0.05 .58***

Step 4 Sexual IPV 0.88 0.69 1.08 0.10 .19***

Note. IPV = intimate partner violence; CI = confidence interval; LL = lower limit; UL = upper limit.

Predictor variables are uncentered, race/ethnicity dummy coded with White as reference group, gender

dummy coded with man as reference group.

***p < .001

**p < .01

*p < .05
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Hierarchical Regressions Predicting CARS

In the first set of hierarchical regressions using RAT to predict CARS, in a subset of
participants who had a romantic partner since COVID-19, all four models were sig-
nificant, see Table 5. Similar to COPV results, Model 4 significantly explained more
variance (about 2%) than Model 3, ΔR2= .02, p< .001. As such, Model 4 which
regressed CARS onto race, gender, age, ICT use since COVID-19, sexual orienta-
tion, ICT change in use since COVID-19, and ICT self-efficacy was concluded to
be the best model. This model successfully explained about 13% of the variance
in CARS, R2= .13, p < .001. The strongest predictor of COPV was ICT use since
COVID-19, β= .28, p < .001, followed by age, β=−.17, p < .001. ICT self-efficacy
and difference in use before during the pandemic both predicted COPV, β=−.17, p
< .001 and β=−.12, p< .001, respectively. Race significantly predicted COPV only
for Asian participants, β=−.11, p < .001.

Table 5. Regression Model Comparisons Using Demographics and ICT Use to Predict Cyber

Aggression in Relationships in a Sample of U.S. Adults During COVID-19.

Model comparisons

R2 ΔR2

Model 1 .10***

Model 2 .10*** .001

Model 3 .11*** .01***

Model 4 .13*** .02***

Parameters for best model (Model 4)

B

95%CI

[LL,UL] SE B β

Step 1 Intercept 16.42 10.9 21.9 2.82

Black 0.19 −2.03 2.41 1.13 .004

Latino/a −1.61 −3.44 0.22 0.93 −.04
Asian −5.65 −7.91 −3.39 1.15 −.11***
Native 0.34 −1.74 2.43 1.06 .007

Other 0.53 −3.63 4.71 2.12 .006

Age −0.16 −0.21 −0.11 0.02 −.17***
Gender −2.33 −3.61 −1.04 0.65 −.08***
Tech use since COVID-19 0.29 0.23 0.35 0.03 .28***

Step 2 Sexual orientation 1.52 −0.50 3.53 1.03 .03

Step 3 Tech use difference −0.25 −0.35 −0.15 0.05 −.12***
Step 4 Tech self-efficacy −0.19 −0.24 −0.14 0.03 −.17***

Note. Tech = information and communication technology; CI = confidence interval; LL = lower limit;

UL = upper limit.

Predictor variables are uncentered, race/ethnicity dummy coded with White as reference group, gender

dummy coded with man as reference group, Tech use difference= techuse during COVID-19− tech use

before COVID-19.

***p < .001
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In the second set of analyses, previous experiences of IPV were assessed in a subset
of participants who had a partner at some point before the start of COVID-19 and since
COVID-19 (n= 1,667), see Table 6. The fourth model which included all three types of
IPV was retained as it explained significantly more variance than Model 3, ΔR2= .02,
p< .001. This model explained the largest amount of variance, over 60%, in CARS,
R2= .64, p< .001. When controlling for known predictors (i.e., age, race, gender,
sexual orientation, ICT use during COVID-19, and ICT self-efficacy), the physical
assault subscale of CTS-2 was the strongest predictor, β= .61, p< .001; followed by
sexual coercion, β= .19, p< .001, and lastly psychological aggression, β= .04, p< .001.

Table 6. Regression Model Comparisons Using Types of Technology Use to Predict Cyber

Aggression in Relationships in a Sample of U.S. Adults With Partners During and Since

COVID-19.

Model comparisons

R2 ΔR2

Model 1 .12***

Model 2 .29*** .17***

Model 3 .63*** .34***

Model 4 .64*** .02***

Parameters for best model (Model 4)

B

95%CI

[LL,UL] SE B β

Step 1 Intercept 4.70 1.42 7.98 1.71

Black −0.004 0.72 3.37 0.69 .001

Latino/a 0.05 −0.88 1.26 0.56 .002

Asian −1.87 −3.09 −0.47 0.68 −.04**

Native 0.41 0.75 3.19 0.64 .01

Other 2.32 1.18 6.06 1.28 .03

Age −0.06 −0.09 −0.04 0.01 −.07***
Gender 0.28 −0.96 0.54 0.39 .01

Sexual orientation 0.89 −0.72 1.72 0.64 .02

Tech use since COVID-19 0.05 0.07 0.13 0.02 .05**

Tech self-efficacy −0.06 −0.09 −0.03 0.02 −.06***
Step 2 Psychological IPV 0.10 −0.17 −0.01 0.04 .04*

Step 3 Physical IPV 1.38 1.10 1.30 0.05 .61***

Step 4 Sexual IPV 0.95 0.69 1.08 0.10 .19***

Note. IPV = intimate partner violence; CI = confidence interval; LL = lower limit; UL = upper limit.

Predictor variables are uncentered, race/ethnicity dummy coded with White as reference group, gender

dummy coded with man as reference group.

***p < .001

**p < .01

*p < .05
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Discussion

The purpose of this study was to utilize RAT to investigate predictors of technology-
facilitated violence, specifically cyber pursuit and aggression, among U.S. adults
during the COVID-19 pandemic. We predicted that technology-facilitated violence
victimization would be impacted by target attractiveness, operationalized as one’s
gender, race/ethnicity, age, and sexual orientation based on previous research on
cyber harassment and IPV (Burke Winkelman et al., 2015; Hayes et al., 2021;
Mahoney et al., 2022; Näsi et al., 2017). Additionally, we expected victimization by
IPV prior to COVID-19 would increase a target’s attractiveness.

In terms of exposure to offenders, two aspects of internet communication use were
investigated as predictors of a target’s online presence: technology use and self-
efficacy. Based on previous research, we predicted that greater use of technology
would lead to more victimization by increasing exposure to potential perpetrators
(Obada-Obieh et al., 2022; Vakhitova et al., 2016). We also considered the effect of
feeling capable of safely utilizing online technologies as a protective factor against
target exposure. We outline our findings and their implications in terms of RAT dimen-
sions in the following sections.

Results replicated previous findings in terms of target attractiveness, such that indi-
viduals who were women (compared to men), younger, and of racial/ethnic minority
background were more likely to be victims of online abuse. Specifically, this study
expanded the understanding of race as a target attractiveness component that differen-
tially impacts certain racial and ethnic minorities (Mahoney et al., 2022). Interestingly,
this study suggests that a target’s race as an attractiveness factor depends on whether
the abuse is perpetrated within the context of an intimate relationship. Black, Asian,
and Native American participants were all more likely than non-Hispanic White par-
ticipants to experience any technology-facilitated violence, as described in the
COPV scale, during COVID-19, but not violence perpetrated by an intimate partner
in terms of the CARS scale. However, Asian participants compared to White partici-
pants were less likely to have been victimized online in any way during COVID-19.
While the research on Asian American’s experience of IPV off- and online is
limited, these results replicate previous findings on Asian American prevalence of
IPV which tends to be lower than the general population (Chang et al., 2009). As
such, this finding may suggest that Asian Americans are at a lower risk of experiencing
cyber abuse.

Our findings related to racial and ethnic minority status as a target suitability factor
for general cyber violence may suggest that the violence experienced specifically by
Black and Native American victims online is motivated by racial prejudice. During
the COVID-19 pandemic, many racial and ethnic minorities reported heightened expe-
riences of discrimination—including increased police brutality experienced by Black
people in the United States (Chae et al., 2021). Racial tensions have continued to
rise in recent years, with an increase in racially motivated hate crimes between 2021
and 2022 (U.S. Department of Justice, 2023). Cyber racism is thus an important
issue in the online sphere which may benefit from further exploration using RAT
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predictors (Bliuc et al., 2018). Specifically, racial and ethnic identities have complex
effects on target attractiveness, with perpetrators strategically targeting certain minor-
ities. Interventions aimed at reducing cyber violence in the United States motivated
by racist ideology should pay particular attention to Black and Native American
victimization.

Similar findings emerged for sexual orientation, suggesting that a potential victim’s
sexual orientation is an important aspect of target attractiveness. While individuals
who do not identify as heterosexual are more likely to be victims of general
technology-facilitated abuse, this was not the case in terms of technology-facilitated
IPV in our study. This finding may suggest that general cyber violence toward queer
victims may be motivated by homophobic sentiments. Previous research on technology-
facilitated has demonstrated that LGBTQ+ individuals are often subject to hate online
on the basis of their sexual and gender identity (Dunn, 2020). When accounting for pre-
vious experience of IPV, sexual orientation was not a significant predictor of any type of
cyber violence. To this effect, the results of this study suggest a nuanced role of sexual
orientation as a target attractiveness factor which should be investigated further. Future
studies should study how different types of technology violence, for instance, online
hate crimes compared to online sexual abuse, are predicted by RAT.

It is important to acknowledge that models which included only demographic infor-
mation such as sexual orientation and race/ethnicity as target attractiveness predictors
explained a marginal amount of variance in our two cyber aggression outcomes.
However, models which included in-person violence experiences as a component of
target attractiveness were able to explain nearly two-thirds of the variance in both inti-
mate and nonintimate forms of cyber abuse. Specifically, previous IPV victimization
was found to increase target risk of both intimate and nonintimate cyber abuse.
Physical IPV was the strongest predictor of cyber violence when accounting for
other known predictors, followed by sexual IPV. The effect of psychological IPV
as a predictor of both measures of technology-facilitated abuse was much smaller.
It is important to note that the analyses which included IPV experiences before
COVID-19 as predictors explained a much larger amount of the variance in
technology-facilitated abuse victimization outcomes (58% for COPV and 64% for
CAR) than models that did not. These findings suggest that individuals who have pre-
viously experienced physical and/or sexual abuse by an intimate partner are at greater
risk of becoming victims of abuse in the online sphere.

This finding underlies the concept of polyvictimization such that individuals in our
study who previously experienced IPV may be more likely to be subject to violence
again in their lives (Kuijpers et al., 2012). Previous research has demonstrated that
experiencing in-person IPV predicts technology-facilitated IPV (Duerksen &
Woodin, 2019) and sextortion (Eaton et al, 2023). Interestingly, our findings suggest
that previous experiences of IPV not only make victims suitable to intimate partners
perpetrating technology-facilitated violence, but all perpetrators at large. This repli-
cates previous findings on cyber psychological abuse which was predicted by physical
IPV for severe cyber abuse and emotional IPV for less severed cyber abuse (Mahoney
et al., 2022). These results have implications for interventions, as prevention of cyber-
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facilitated abuse should focus on identifying IPV victims as a vulnerable group.
Secondly, these findings continue to build upon the framework of polyvictimization
by highlighting the complex nature of having experienced IPV and its repercussions
on future victimization. As such, cyber victimization prevention efforts should be
mindful of the co-occurrence of violence that is sexual and violence that is nonsexual
in nature to better understand cyber victimization experiences.

In accordance with previous research, greater use of technology was a significant
predictor of technology-facilitated violence victimization above and beyond demo-
graphic predictors (Vakhitova et al., 2016; Wick et al., 2017). Self-efficacy related
to using technology also was found to significantly protect individuals from victimiza-
tion when accounting for technology use. In other words, no matter the extent to which
someone spends time online, feeling capable of protecting one’s information online
reduces exposure to offenders. While cyber safety interventions have been created to
ensure children’s and teen’s safe use of the internet, less interventions focus on adult pop-
ulation (Mishna et al., 2011). These results provide an avenue for intervention, as increas-
ing individuals’ knowledge related to increasing privacy and utilizing protective practices
online may be an important factor in preventing victimization.

Limitations and Future Directions

There are some noteworthy limitations of this study. First, this research utilized self-
reports of people’s behaviors and experiences at a singular time point. The cross-
sectional design of this study is an important limitation which reduces our ability to
interpret what predicts cyber victimization. Future studies should investigate online
violence using a longitudinal design to better understand what behaviors and charac-
teristics influence victimization. Nevertheless, this study provides an updated picture
of the ways in which identity characteristics, previous experience of IPV, and technol-
ogy use predict technology-facilitated violence during the COVID-19 pandemic.
Secondly, while the sample of this study was large and diverse, we were compelled
to remove participants who were not cisgender due to the small number of participants
(n= 33) who identified as transgender and gender nonbinary. Future studies should
further investigate how diverse gender identities impact target attractiveness by over-
sampling gender minorities.

This study assesses constructs of RAT in complex ways, with implications for inter-
ventions aimed at preventing cyber abuse. Our findings suggest that a person’s use of
different types of technology, previous experiences of IPV, and self-efficacy impact
their victimization. To this effect, interventions can focus on targeting individuals
who are most at risk of victimization in the online sphere. Furthermore, studies have
not utilized RAT to assess predictors of technology-facilitated violence perpetrated
by anyone compared to intimate partners. We have revealed here how different
types of perpetrators view targets as suitable for their crimes, which impacts prevention
methods. Programs should ensure differentiation of types of abuse and types of perpe-
trators, as protecting individuals against unknown perpetrators of cyber violence, com-
pared to intimate partners, may require unique intervention methods. Lastly, our
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findings related to technology self-efficacy demonstrate that feeling confident in one’s
ability to protect themselves online suggests potential protective factors against cyber
violence. However, our study only investigated self-efficacy related to technology
privacy rather than actual privacy behaviors. While previous research has found tech-
nology self-efficacy to be related to actual privacy behaviors (Boerman et al., 2021),
future research should further investigate the effects of actual privacy behaviors and
self-efficacy as components of exposure to offenders of cyber violence.

Conclusion

The RAT components of target attractiveness and target exposure as predictors of crime
are useful in the understanding of technology-facilitated abuse, including during periods of
higher online use. Specifically, target attractiveness can be understood in terms of demo-
graphics as well as previous experiences that make individuals online more likely to be
victimized. Women, younger people, Black individuals, and Native American individuals
are all at greater risk of being targets of technology-facilitated violence. On the other hand,
Asian individuals may be less likely to become victims of any type of cyber violence.
Sexual minorities also face a greater risk of cyber abuse, but only the crime is not perpe-
trated by an intimate partner. The most impactful predictor that makes targets attractive to
potential offenders is related to previous experience of IPV. In-person physical and sexual
abuse predict victimization by both unknown and known offenders. These results suggest
that one way to identify potential victims of technology-facilitated abuse is to target inter-
ventions toward survivors of IPV, with consideration to intersectional identities related to
race/ethnicity, age, gender, and sexual orientation. One potential prevention technique to
equip potential victims with is to improve self-efficacy related to technology use. When
accounting for a person’s actual use of technology, the degree to which they feel able
to protect themselves remains a protective factor against victimization. In sum, RAT
helps us understand how individuals become at greater risk of experiencing technology-
facilitated violence, which can in turn inform ways to prevent these types of cybercrimes
from occurring.
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